
Privacy policy 
 
1. General information. 
 

1. The Operator of https://silimic.pl, hereinafter referred to as the "Service” is Re Alloys 
sp. z o.o., ul.  Cieszyńska 23, 43-170 Łaziska Górne, NIP 6292135648, REGON 
276099119. 
 

2. The Service collects data on Users and their behaviour in the following manner: 
 

• by storing cookie files (so-called "Cookies") on end-user devices; 
• by collecting server logs. 

 
2. Information about Cookies 
 

1. The Service uses cookies. 
 

2. Cookies are IT data, in particular text files, that are stored on the User's end device 
and are intended for use with the Service's websites. Cookies typically contain the 
name of the website they originate from, the duration of their storage on the end 
device, and a unique identifier. 

 
3. The entity placing cookies on the User's end device and accessing them is the Service 

Operator. 
 

4. Cookies are used for the following purposes: 
 

• to generate statistics that help understand how Users interact with the 
Service’s websites, enabling improvements to their structure and content; 

• to maintain the User's session after logging in, so the User does not have to re-
enter their login and password on every subpage of the Service; 

• to create a User profile for displaying personalised content in advertising 
networks, particularly the Google network. 

 
5. The Service uses two main types of cookies: session cookies and persistent cookies. 

Session cookies are temporary files stored on the User’s device until they log out, 
leave the website, or close their browser. Persistent cookies remain stored on the 
User’s device for a period defined in the cookie parameters or until manually deleted 
by the User.  
 

6. By default, web browsers allow cookies to be stored on the User’s device. Users of 
the Service can change their cookie settings at any time. Internet browsers allow 
users to delete cookies. Web browsers allow the deletion of cookies and the option to 
block them automatically. Detailed instructions on how to manage cookies can be 
found in the help section or documentation of the web browser. 
 



7. Restrictions on the use of cookies may affect certain functionalities available on the 
Service’s websites. 
 

8. Cookies placed on the User’s device may also be used by advertisers and partners 
cooperating with the Service operator. 
 

9. We recommend reviewing the privacy policies of these companies to understand how 
they use cookies in statistics, for example: see Google Privacy Policy. 
 

10. Cookies may be used by advertising networks, particularly Google, to display ads 
tailored to the way Users interact with the Service. For this purpose, advertising 
networks may store information about the User’s navigation path or time spent on a 
given page. 
 

11. Regarding information about User preferences collected by the Google advertising 
network, Users can view and modify the data stored in cookies using the following 
tool: https://www.google.com/ads/preferences/ 
 

3. Server Logs. 
 

1. Information about certain User activities is logged at the server level. These data are 
used solely for the purpose of administering the Service and ensuring the most 
efficient handling of the services provided. 

 
2. The accessed resources are identified through URL addresses.  Additionally, the 

following information may be recorded:  
 

• time of the request, 
• time of the response,   
• name of the client’s station – identified via the HTTP protocol, 
• information on errors that occurred during the execution of the HTTP 

transaction, 
• URL of the previously visited page (referrer link) – if the transition to the 

Service was made via a hyperlink, 
• information about the User’s browser, 
• IP address information. 

 
 

3. These data are not associated with specific individuals browsing the website. 
 

4. They are used exclusively for server administration purposes. 
 

4. Data sharing. 
 

1. Data are shared with external entities only within the legally permitted scope. 
 

https://www.google.com/ads/preferences/


2. Personally identifiable information is disclosed solely with the consent of the 
individual concerned. 
 

3. The Operator may be required to provide information collected by the Service to 
authorised authorities based on legally compliant requests, to the extent specified in 
the request. 
 

5. Managing Cookies – How to Give and Withdraw Consent in Practice 
 
If a User does not wish to receive cookies, they can change their browser settings. Please 
note that disabling cookies essential for authentication, security, and user preference 
maintenance may hinder or, in extreme cases, prevent the use of the website. 
 


